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Abstract of the contribution: This paper analyses the fundamental differences among the Network Slicing solutions in clause 6.1 and proposes recommendations and a way forward to converge on those key aspects. 
Background
The study for the network slicing basic architecture is approaching to the conclusion stage.  Most of the solutions in the TR have very similar architecture. The intent of this paper is to analyse some of the fundamental differences among those similar solutions as captured in clause 6.1.  
The analysis in this paper is focusing on the fundamental function on NSI selection during UE attachment and PDU Session Establishment that have been proposed among the solutions. This paper considers the slice re-selection and roaming support as secondary aspect and they are not included in the analysis. Furthermore, network slicing specific security handling will not be included in this analysis as it should be the scope of SA3.
As a way forward, this paper also proposes some recommendations and additional interim agreements on how to converge the differences among the proposals captured in clause 8.1 in order to prepare for the normative phase.  
Clause 6.1 - Solutions Summary
[image: ] 

Analysis & Recommendations 
This section analyses the differences among the network slicing solutions that are captured in clause 6.1. on particular aspects according to the work tasks that were captured in clause 5.1.    
NS_WT_#1 – Network Slice Instance Selection and Association 
1) Initial network slice instance selection to support UE’s service establishment and re-selection to support UE mobility and other scenarios 
Solution 6.1.1, 6.1.2, 6.1.3 and 6.1.8 propose to first have the RAN to identify the target core instance or target network function in the core.  The target core network function (e.g. Slice Selection Function) will then select target slice instance as well as the corresponding core network functions.
Whereas, there are also other approaches:  
· Solution 6.1.5 proposed to have the RAN to determine the Core Network Instance (CNI) and the Network Slice Instance (NSI) in the RAN, such selection will then be verified by the Core in order to finalize the NSI decision. 
· Solution 6.1.7 and 6.1.9 proposed to have the RAN to directly select the NSI based on UE’s Usage Class and such NSI becomes the primary NSI or secondary NSI.  
· Solution 6.1.11 proposed to have the RAN to broadcast the NS IDs so that the UE can make the direct selection of the NSI. 
Even though the UE may have NSSAI information that could guide the UE’s decision to select the target NSI, ultimately, it is the network’s decision according to the UE’s latest subscription info to make the final decision.   
Furthermore, the confirmation of the NSI selection decision in solution 6.1.5 is not confirmed until the UE is successfully authorized and authenticated against the Subscriber Repository in the core and then to verify the requested NSI. Hence, the rationale to have the RAN to select the NSI is unclear.  Such approach seems to impose unnecessary configuration overhead in the RAN for the NSI selection with no clear benefit. 
Solutions 6.1.7 and 6.1.9, having the UE and the RAN to decide on the NSI selection without verifying the latest policy decision from the Subscriber Repository could just risk for the wrong selection.  
Solution 6.1.11, allowing the UE to select and to request for attachment to the NSI before the AS and NAS layers are secured introduces fundamental security threat (e.g. DoS attack).    
Recommendation: 
In order to ensure the latest accurate slice selection policy that determines the NSI selection decision, it is important to verify such decision against the Subscriber Repository in the core.  Therefore, it is reasonable to have the NSI selection function to be part of the core.   

2) Network Slice Instance Identification
Solutions 6.1.1, 6.1.6 and 6.1.11 proposed to refer to NSI ID to support slice selection/re-selection and to route the subsequent NAS signalling.  However, only Solutions 6.1.1 and 6.1.6 proposed the NSI ID to represent the type of NSI.  If this is the case, the similar concept was proposed by almost all solutions in clause 6.1.  Never-the-less, if NSI ID is proposed to be used by network slicing, the definition and the agreed usage must be fully specified. 
Recommendation: 
In order to agree on the use of the Network Slice Instance Identification, one must first define the definition as well as the agree usage of such identifier. 

3) Authorization for UE Association with Network Slice Instance 
As recommended by (1) above, it is important to verify with the Subscriber Repository for the latest NSI access policy that provisions the UE for the target NSI.  In order to access the Subscriber Repository, the network must first ensure the UE’s authenticity and secure the AS and the NAS layers before confirming the target NSI for the UE.
Hence, the UE must first be authorized and authenticated successfully by the NextGen system before accessing the UE’s network slicing policy from the Subscriber Repository to support the NSI selection.    
Recommendation: 
It is important to have the NSI selection only after the successfully mutual authentication between the UE and the network. 
  
NS_WT_#3 – Network Slicing Architecture 
1) Identifying impacted network functions and interfaces to support one or more network slice instances on top of a shared RAN and a shared infrastructure and
2) Identifying the Common Functions (if any) that need to be available in the core network and/or RAN to enable network slicing 
First of all, the Common Functions referred above are meaningful only to Group-B and Group-C slice types because Group-A slice is assumed to have all the core network functions in one slice instance to be totally isolated from other slice instance.  In addition, SA2 agrees Common Function for Group-B and Group-C applied to the control plane and not user plane.  
According clause 8.2, there are existing interim agreements that, a UE may provide NSSAI for the network over NG1 to support NSI selection.   This implies that, And, based on the recommendation (1) in NS_WT_#1 above, the NSI selection function should be resided in the core.  Furthermore, what would be the additional function(s) that should be common for all NSIs? 
Majority of the solutions in clause 6.1 supports the similar concept of the Common Control Network Function (CCNF), however, the exact composition of the CCNF has not been agreed. In general, solutions that support the concept of CCNF in clause 6.1 agree to include Authenticator (Au) Function and Mobility Management (MM) Function.  However, there are different views on whether NSI selection function to be part of the Common Control Functions or to be standalone.  
The solutions 6.1.1 and 6.1.6 consider the NSI selection function to be standalone while other solutions 6.1.2, 6.1.3 and 6.1.8 consider the NSI selection function to be part of the Common Control Functions.  
One main argument for promoting the NSI selection function to be standalone is about the modelling of Network Slice Instance.  The proponents for the standalone approach argue that, the Au and MM should be part of the Core Part of the Slice Instance together with other Slice Specific Network Functions.  If the NSI selection function is also included, then, it introduces a recursive property in the model where the NSI selection function selects the target slice instance that NSI selection function resides.   The opponents of this approach argued that, if the procedure is to first have the UE to be successfully authenticated in order to access the Subscriber Repository, this implies that both NSI selection function and the Au are first being executed before the NSI is selected.  Furthermore, the NextGen architecture is intended to support the separation of the UE attachment from the Session Management.  Once the UE is authenticated but has not initiated any PDU session to associate with the target NSI, the UE may still be moving and need to be kept track.  Such operation is part of the MM functions which need to be supported before the SM requests to trigger the NSI selection.
With all these technical considerations in mind, it is reasonable to conclude that, the NSI selection function to be part of the CCNF.
The paper would like to define CCNF to the set of common control plane network functions that are shared by a set of NSI’s network functions within the “same” core domain.  The reason for not including the Subscriber Repository and Policy Control Function as part of the CCNF is that, these two functions may be resided at the different domains in case of roaming.  
Recommendation: 
Given the considerations that were described above, the NSI selection function together with the Au and MM should be part of the Common Control Function.  

Additional considerations
1) Single MM control per UE 
Solution 6.1.9 is the only solution that proposed to anchor the MM and SM control at the UE so that it can support multiple isolated the NG1 signalling towards the corresponding target slices. The only exception is the execution of the TAU/RAU procedures which would be handled by the Primary Network Slice.  The motivation with such design approach is to provide signalling isolation among the NSIs that are assigned to the UE.  But in reality, such design approach does not provide the true signalling isolation as it claims because the Primary Network Slice is the conduit to funnel the NG1 signalling to other slices. 
Also, with this new approach for the NG1 signalling model, it is unclear how to coordinate the paging and handover across the slices and such impacts to the mobility management model have not been fully studied nor been evaluated due to the complexity. 
At this point, more matured study was done based on Group-B and Group-C which require “common” MM network function for all NSIs that are assigned to the UE.  Therefore, it is proposed the support a single MM control per UE in the NextGen Core.
Recommendation: 
It is recommended to support single MM control in the core network.   
    

2) RAN broadcasting NS-ID
Solution 6.1.11 is the only solution that proposed to have the RAN to broadcast the NSI’s Identifier (i.e NS-ID) which is assumed to be unique within the PLMN by this solution. Solution 6.1.11 expect the RAN node to broadcast its supporting NSIDs in addition to the PLMN ID. After having performed PLMN selection, the UE may select the RAN node according to its supporting NSIDs and then the UE and RAN node establish their AS connection. The RAN node will then go on to select the target NSI using this information together with other NSSAI info (e.g. UE ID, Service Type, Application ID, etc.).   
There are several fundamental concerns towards this particular solution:
· Radio resource overhead consumption to broadcast unknown amount of NS IDs for home operators and their roaming partners, the amount of NS IDs could be quite significant because each PLMN likely will offer multiple slices for their subscribers
· AS layer security concern for AS connection establishment before the mutual authentication happens.  This also impacts the NAS layer of security. 
Given such fundamental concern and it is the only solution that proposed to have RAN to broadcast the NS-ID, this particular approach does not seem to be desirable to support. 
Recommendation: 
It is recommended NOT to have RAN to broadcast the NS-ID. 

Proposals 
Based on the considerations above, this paper proposes to update the interim agreements in clause 8.2 accordingly. 

***** Start of Changes *****
[bookmark: _Toc461542724]8.2	Interim Agreements on network slicing solution aspects
The following bullets are the current status of agreements on the network slicing:
1.	The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine.
a)	AN can be common to multiple network slices.
2.	A UE may provide network slice selection assistance information (NSSAI) consisting of a set of parameters to the network to select the set of RAN and CN part of the network slice instances (NSIs) for the UE. 
3.	If a network deploys network slicing, then it may use UE provided network slice selection assistance information (NSSAI) to select a network slice.
4.	A UE may access multiple slices simultaneously via a single RAN. In such case, those slices may share some common control plane functions, e.g. MM.  At the minimum, the common control plane functions include the Mobility Management, Authenticator support and NSI selection. 
5. If UE obtained an UE temporary ID, the UE shall provide it to RAN during the RRC connection establishment, so that the NAS signalling messages transmitted over the RRC connection are routed to the Core network function instance identified by this temporary ID.
6.	UE provides the NSSAI info to the NextGen Core over NG1. 
7. The CN part of network slice instance(s) serving a UE is selected by CN not RAN.
8. The slice selection happens only after the UE and the network have successfully mutual authenticated each other. 
9. There should be single MM control per UE in case of Group-B and Group-C networking support.  
[bookmark: _GoBack]10. RAN is not required to broadcast the NS-ID for network slicing support.

***** End of Changes *****
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